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Abstract: This contribution proposes updates to solution 24 for Key Issue#2 “Analytic Information Exposure to AF”.
1. Discussion
	Topic
	Reason
	Proposal of Changes

	Authorization of 3rd Party to consume analytics
	Current solution can either allow or deny 3rd Party AF to subscribe and consume analytics information.

The problem is that operator’s might want to customize:

· which parameters and/or parameters values 3rd Party AFs are allowed to use in analytics subscription/request in alignment with Clause 6.1.1.3.1.1). For instance, allowing the consumption of an EventID but not allowing target event of reporting being for all S-NSSAIs.
· which analytics output can be exposed to 3rd Party AFs (aligned with the content of analytics notification/response in Clause 6.1.1.4.2). For instance, anonymizing operator relevant information (S-NSSAI IDs, Cell IDs, etc) from analytics output to be exposed to 3rd Party AF
	1. Update text of Step 2 in section 6.24.1.1 we include the following text: 
“In the subscription to NWDAF analytics, NEF may apply restrictions to the subscription request to NWDAF (e.g., restrictions to parameters from Nnwdaf_EventSubscription_Subscribe service operations) based on network operator configuration;”

	Evaluation and Conclusion
	Highlight the aspect that this is the only solution allowing AFs and 3rd Party AFs to consume analytics. 
	2. Include the explicit mention that Solution 24 supports 3rd Party AFs. 


3. Proposal
It is proposed to add the following changes to TR 23.791.
* * * * Start of Change * * * * 
6.24
Solution 24: Analytics Information Exposure to AF
6.24.1
Description

This solution addresses the issues of how to expose analytics information to AF as described in Key Issue #2 (Analytic Information Exposure to AF).
NOTE:
What information could expose to AF is based on the specific use case discussion outcome.

6.24.1.1
Procedure for AF subscription to NWDAF analytics 
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Figure 6.24.1.1-1: Procedure for AF subscription to NWDAF analytics

1.
AF invokes the Nnwdaf_ EventSubscription Subscribe operation for subscribing to NWDAF analytics or Nnwdaf_EventSubscription Unsubscribe operation to unsubscribe for NWDAF notifications.

2.
NWDAF uses the Nnwdaf_ EventSubscription Notify operation to expose the analytics information that AF subscribed to receive.

The interaction between AF and NWDAF is direct if the AF is located inside operator network or the interaction is done via the NEF if the AF belongs to 3rd party as follows.
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Figure 6.24.1.1-2: Procedure for AF subscription to NWDAF analytics (for AF not allowed for direct access to NWDAF)
1.
The AF subscribes to or cancels subscription to analytic information via NEF by invoking the Nnef_EventExposure_Subscribe/ Nnef_EventExposure_Unsubscribe service operation. If the analytic information event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity.
2.
Based on the request from the AF, the NEF subscribes to or cancels subscription to analytic information by invoking the Nnwdaf_EventsSubscription_Subscribe/ Nnwdaf_EventsSubscription_Unsubscribe service operation. In the subscription to NWDAF analytics, NEF may apply restrictions to the subscription request to NWDAF (e.g., restrictions to parameters or parameter values from Nnwdaf_EventSubscription_Subscribe service operations) based on operator configuration.
3.
If the NEF subscribes to analytic information, the NWDAF notifies the NEF with the analytic information by invoking Nnwdaf_EventsSubscription_Notify service operation.

4.
If the NEF receives the notification from the NWDAF, the NEF notifies the AF with the analytic information by invoking Nnef_EventExposure_Notify service operation.NOTE: The call flows only show a subscription-notify model for the simplicity instead of both request-response model and subscription-notification model.

6.24.2
Impacts on Existing Nodes and Functionality
NEF: The NEF needs to be enhanced to handle the analytics information exposure between NWDAF and AF.

6.24.3
Solution Evaluation

This solution is required in particular to provide NWDAF analytics exposure to AFs allowed to access the SBI and for 3rd Party AFs.
* * * * End of Change * * * * 
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